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1. Overall Description:
CT4 has noticed that in clause 6.1.5.2 of 3GPP TS 33.501, it has defined the cases in which the AMF cannot perform the primary authentication as following:

3. 	After receiving the Nudm_UECM_Re-AuthenticationNotification  message from the UDM, the AMF/SEAF shall decide whether to run the primary authentication procedure based on its own local authentication policy, and the UE state (e.g. , if the UE is under handover, or if the UE is already under authentication by the AMF before receiving the authentication notification from the UDM). If the AMF/SEAF determines that it cannot run a primary authentication as described in step 4 (e.g., due to local policy), the AMF/SEAF sends the authentication response message to the UDM with a failure cause else it acknowledges the request. If the AMF/SEAF acknowledged the request but the AMF/SEAF is not able to initiate the primary authentication towards the UE (e.g. if UE is not reachable), the AMF/SEAF shall set the authentication pending flag.
	When UE re-attaches to the same AMF or becomes reachable, the AMF checks the authentication pending flag and performs the reauthentication if needed. Once UE reauthentication is done, the AMF resets the authentication pending flag. 
NOTE B:	In the case that the UE attaches to a new AMF, the new AMF will register to the UDM using the NudM_UECM_Registration message. In this case, the UDM can determine again on whether to trigger the primary authentication as described in 1b.
	Upon receiving a failure from the AMF, the UDM may check if another AMF is available over the other access. If available, the UDM may select another AMF and retry Step 2.

Based on such stage 2 requirement, CT4 discussed different failure cases and considered different failure codes sent from the AMF to the UDM. However, CT4 think indicating different failure codes depends on whether the UDM will take different actions in each failure case. 
Thus, CT4 would like SA3 to check if the following failure cases from the AMF perspective are valid:
	1. When the (source) AMF receives a Reauth Notifications request, there is an ongoing HO/Mobility registration without AMF change. 
2. When the (source) AMF receives a Reauth Notifications request, there is an ongoing HO/Mobility registration with AMF change.
3. When the target AMF receives a Reauth Notifications request, there is an ongoing HO/Mobility registration with AMF change.
4. When the AMF receives a Reauth Notifications request, there is an ongoing authentication.
5. When the AMF receives a Reauth Notifications request, the UE is unreachable and the AMF doesn’t know whether there is another AMF available over the other access type.
In addition, CT4 would like SA3 to answer the following questions:
Q1. Should the above user cases be considered as valid failure cases? 
Q2. Does SA3 see any need of differentiated handling in the UDM in each failure case? Or, what’s the expected UDM behaviour from the SA3 point of view?

2. Actions:
To SA3
ACTION: 	CT4 kindly asks SA3 to take the above information into consideration and answer the CT4’s questions. 

3. Date of Next CT4 Meeting:
CT4 Meeting calendar can be found at:
https://www.3gpp.org/dynareport?code=Meetings-C4.htm

